
Killara Cyber.
Insuring tomorrow today.

Canopy Specialty’s new cyber insurance platform - 
Killara Cyber – is designed specifically for the 
SME segment. 

We bring new innovation to our insurance products 
and service to provide a highly competitive and 
effective solution.

Simple submissions.
Only the URL, industry and revenue of the client is required. There is no 
requirement for warranty statements or security questionnaires.

Ease of use. Ease of placement.
Scan, rate, quote and bind in 90 seconds.

Comprehensive coverage.
Futuristic and dynamic cyber all-risks coverage – vishing, smishing, bricking, 
whaling, pharming. New and emerging artificial intelligence threats are all 
automatically embedded without the need for additional endorsements.

Real-time proactive exploit monitoring.
We provide early detection and assistance for pre-attack and pre-loss mitigation. 
Our proprietary early warning system predictively warns against malicious 
intrusions or potential cyberattacks.

Innovative new monetary loss trigger.
Automatically provides expanded coverage for loss, pre- and post-loss mitigation 
and remediation without the need for additional coverage endorsements.

Key platform features.
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• Business interruption. 
Monetary loss trigger, Dependent BI, 
Contingent BI, Nil waiting period.

• Digital data & network recovery & restoration.
Full coverage for data recovery and 
recreation.

• Multi extortion ransomware. 
• System failure.
• Breach response costs.
• Reputational harm.
• Crisis management & public relations.
• Proof of loss preparation expenses.
• Regulatory & administrative defense & 

penalty costs.

• Funds transfer fraud & social engineering. 
Includes future, undefined threats 
and exploits causing the fraudulent or 
unauthorized transfer, payment, or delivery of 
your business funds as the result of fraudulent 
payment instructions or invoices or payment 
instructions fraudulently transmitted.

• Artificial intelligence.  
Affirmative coverage for monetary loss 
that arises from malicious use of artificial 
intelligence technology. 

• Property damage.  
First- and third-party coverage for 
cyberphysical attacks.

• Cyber war & terrorism.  
No exclusion for Cyber war or terrorism, 
removing any contention over latent claims.

• Converged IT and OT technology coverage. 
Coverage applies to entire technology estate, 
including IT, ICS, SCADA, IoT, BYOD devices and 
social media.

• Full retroactive date coverage.  
No restriction for prior acts, prior claims, or 
past malware events.

• Pre-loss mitigation.  
Pre-notification assistance where potential 
cyberattacks are indicated through our 
real-time protection and monitoring.

• Network, breach & information security 
liability. 
Costs associated with defense and damages 
for claims against you resulting from security 
failure, data breach, or privacy violation 
following a cyberattack.

• PCI fines & assessments.  
Coverage for the fines or assessments levied 
on the policyholder resulting from a security 
failure or breach including GDPR and CCPA.

• Global privacy liability.  
Coverage for defense costs and 
damages from liability to a third party.

First Party Crime

Additional Coverage Highlights

Third Party

Coverage summary.
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